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21 years of expertise in cybersecurity and data analysis 

~2400
TB/day

processed

>500
projects

completed
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search anywhere framework

listen to people, rely on data



Search Anywhere Framework – cordinate center
of data analysys in your company

The only platform with Search Anywhere,
combining data from all sources into a hybrid
repository for instant search and analysis



Finding new
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opportunities

CEO

Improving the
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Prediction and
transparency of IT 

infrastructure

CIO
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Use your installation of any size for fullest
potential with flexible pricing

10 search units

99 search units

  



SAF benefits

Low entry threshold, fast
results

1

We can start with a 
PoC project in any of the 
functional areas.

Switching to production 
operation mode is one click 
away.

Modularity and scalability
2

Decided to add new tasks to 
your functional outline?

Don't overpay for data and 
modules that are already 
installed.

Universality and flexibility
3

Hundreds of analytical 
language commands, 
customizable logic and 
visualizations.

We will teach everything to 
your specialists - add
new skills and develop the 
system on your own.



data therapy: diagnoses of digital diseases

digital feudalism

KPI-anxiety, paranoia

painful bloating of the IT budget



Head of Presale SAF Systems

Maxim Kirienko

in-depth case studies of SAF



Security Data Lake for Federal-Level Financial Regulator
A federal financial regulator responsible for monetary policy, financial stability, and 
the supervision of financial markets and institutions. It regulates monetary policy, 
manages foreign exchange and gold reserves, supervises financial markets and 
institutions, and ensures the smooth functioning of the payment system.

Goals 

building a disaster-resilient, geographically 
distributed platform for collecting and analyzing 
information security events across various segments 
of the computing infrastructure.

implementing a unified Security Data Lake for prompt 
detection and response to information security 
incidents.

Challenges

• centralized search across disparate data storages
• implementation of a technical platform for the 

detection and response to information security 
incidents

• functional refinement of the platform according to 
the specialized requirements of the client

• training of Bank specialists for independent 
administration and system development



>15K
assets

monitoring the 
computing 

infrastructure of the

digital
currency

4 TB/d
Indexing data

150+
active users

300+
data sources

specialized training courses for employees

key results



Security Operational Center for Industrial Holding

Goals 

establishing the Security Operational Center is to 
enable real-time cyber attack detection and response, 
as well as continuous IT and cybersecurity monitoring.

Challenges

• express cybersecurity audit
• instrumental penetration test
• full coverage of necessary data sources
• service desk integration for automate tickets 

workflows
• 24x7 operators and cybersecurity analytics workflow 

implementation



30+
type of data 

sources

1,5 TB/d
Indexing data

10+
corporate 

domains with 
data crawling

550%
false positive 

decrease

key results

100+
new correlation 

rules in few 
month



IT&Sec monitoring for Global Classified Site
ranked among the Top 10 global internet services for posting ads about products, 
job vacancies, and resumes in the job market, as well as services from individuals 
and companies. Monthly audience of over 60 million people. 

Goals 

In one quarter migration from a cloud-based SIEM 
installation to in-house computing resources, 
ensuring the transfer of existing tailor-made 
cybersecurity content-pack and data-sources 
pipelines.

Challenges

• Quickly train the entire team
• Shift SOC business process to Search Anywhere 

Framework
• create new tailor-made correlation rules by 

customer tech staff



2,5M EPS
dataflow from IT 

infrastructure

10K + 
Servers in 

monitoring 
system

flexible
role model 

allows access for 
everyone and 
goes beyond 

SIEM

key results

IaaC
CI/CD for testing 
and deploying all 

configurations



ArcSight

SentinelSplunk ELK

QRadar

We know how to migrate from existing solution
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platform and key features







build your own 
monitoring solution 

based on SAF Modules



Here is Jolly Meal
Jolly Meal is one of fast development B2C company with goods delivery service

5+ million dollars
revenue per year

50+
IT developers

150+
employees

10 000+
customers

GCC 
location

7%
employees growths





Let's be in the role of Jolly Meal employee
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demo SAF
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data university: 
business antifragility



radar
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benefits for corporate 
clients & partners

overview usecases
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Vendor and Integrator Synergy

We commit to delivering a turnkey project tailored to your 
specific needs and operational context. This 
comprehensive service ensures that from the initial sale to 
the final implementation, every aspect of your project is 
aligned with your unique requirements and specifications.
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Flexible Deployment Options

We recognize the diversity in our clients' infrastructure 
preferences and requirements. SAF Systems stands out by 
offering both on-premise and cloud solutions without bias. 
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Competitive Cost Advantage

SAF Systems is ready to stand up to direct price 
competition. A case study comparing our solution for MSSP 
SOC in 2024 with a competitor revealed a 76% 
optimization in Total Cost of Ownership (TCO)

let’s watch price and use cases
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coffee break
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panel discussion
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understanding antifragility in business

explore the concept of antifragility as the 
ability to grow stronger through exposure to 
risk, uncertainty, and disruption

How can organizations leverage this principle 
to not only survive threats but also improve 
resilience and adaptability?

1
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understanding antifragility in business
Example: software company

2016 2017 2018 2019 2020 2021 2022 2023 2024
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Cybersecurity as a Business Immune 
System:

analyze how cybersecurity functions like an 
immune system for digital businesses

Why is it important not just to protect but also 
to learn from incidents? 
Which adaptation strategies work best in the 
face of digital threats?

2
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How Stress Testing Helps Businesses 
Become Stronger?

Examples with fishing and social 
engineering 

How to properly model crisis situations? 

Why are real-life emergency drills more 
effective than formal reports?

3
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embracing Black Swan events and 
catastrophic risk mitigation

discuss the importance of focusing on 
defending against catastrophic cyber events 
rather than minor threats

how can organizations allocate resources 
effectively to mitigate the risks of rare but 
highly impactful attacks, while leaving smaller 
threats to self-regulate?

4
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roundtable: discussing current 
challenges and solutions



business insides 
from our partner

CEO NN2 Group

Alexey Orekhov



about us

Audits (IT, IS)
and Pentests

SAF
Integration

SAF
Development



module



PCI DSS: Overview



PCI DSS: Summary



our modules



apache kafka | functional features
• Monitoring of Apache Kafka cluster state;

• Monitoring of data flow on the cluster;

• Monitoring of JVM;

• Management of Apache Kafka cluster state (topic operation, consumer 

group deletion). 



apache kafka | interface



kubernetes | functional features
• General monitoring of the system on which the module is installed;

• Monitoring of the Kubernetes installation;

• Monitoring of the Kubernetes component tools;

• Management of the Kubernetes cluster parts (nodes and pods); 

• Command execution from within the cluster pods through the module interface; 

• Pod log file viewing capabilities;

• Management of resource reallocation in the cluster.



kubernetes | interface



vmware | functional features
• Inventory of ESXi Hosts and virtual machines;

• Monitoring of configuration, general state and workload of ESXi Hosts and virtual 

machines;

• Information about VMware cluster components (VM snapshots, datastores, virtual 

routers);

• Management of hosts, virtual machines and their snapshots.



vmware | interface



advanced log manager | functional features
• Connect to a remote server to access log files or download a local file;

• Tree view structure of available files, with search by name or content; 

• Line-by-line delimited viewing of files with line numbering and visual separation;

• Two modes of operation: 

o Normal file viewing (for in-depth analysis);

o Monitoring.

• Flexible configuration of access to servers, files and data (roles and masking);

• Data upload to local device or OpenSearch index;

• Filtering and highlighting capabilities: full-text search, timestamp search.



advanced log manager | interface
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thanks for your attention!
our contacts:

schedule a demo follow us on LinkedIn
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